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DeviceTrust Nedir?

4 DeviceTrust”

Device Trust, mobil ve web uygulamalarinizi
cihaz seviyesinden APl u¢ noktasina kadar
koruyan biittinlesik bir glivenlik katmanidir.
Donanim tabanl parmak iziyle SIM Swap
saldirllarindan sofistike bot faaliyetlerine,
tersine miihendislik girisimlerinden malware
kaynakl kritik kayiplara kadar uzanan genis
bir tehdit yelpazesine karsi uctan uca bir
guvenlik kalkani saglar. Karmasik siber
saldinilari hentiz kullanici cihazindayken
durdurur; kurumsal itibarinizi ve kullanici
guvenligini en list seviyede koruma altina alir.

Kimler icin Uygun?

Device Trust, dijital varliklarini korurken operasyonel maliyetlerini optimize etmek isteyen, yiiksek giivenlik
standartlarini hedefleyen tiim profesyonel yapilar igin tasarlanmistir.

Finansal Kurumlar ve Fintech’ler: Mobil Uygulama ve Oyun Gelistiricileri:
Mobil bankacilik ve 6deme sistemlerinde Uygulamanin klonlanmasini, modifiye
SIM Swap, hesap ele gegirme (ATO) ve edilmesini veya hile (cheat) araglariyla
malware saldirilarini kaynaginda durdurur. maniplle edilmesini dnler. Fikri milkiyetinizi
Finansal dolandiricilik risklerini minimize ve uygulama i¢i ekonominizi tersine
ederek kurum itibarini korur. muhendislik girisimlerine karsi korur.

° Kripto Varlik ve Dijital Clizdan Platformlari: 0 E-Ticaret ve Pazaryerleri:
Cuzdan oturumlarini fiziksel cihaza kriptografik Botlari, sahte kullanici kayitlarini ve veri kazima
olarak miihtirler. Anahtar hirsizligi ve yetkisiz (scraping) girisimlerini engeller. Kullanici
erisim denemelerini donanim tabanli parmak izi deneyimini bozmadan sadece gergek
teknolojisiyle imkansiz hale getirir. musterilerin sisteme erismesini garanti eder.

° Bliyiik Veri ve SaaS Saglayicilari:
Hassas verilerin (PIl) sizdirilmasini ve API ug noktalarinin suistimal edilmesini engeller. Modyiler yapisi
sayesinde, her dlgekteki isletme igin ekonomik ve surdurllebilir bir givenlik altyapisi insa eder.
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CORE SDK

Device Trust - CORE Paketi, Mobil uygulamanizi tersine miihendislik girisimlerine ve ortam maniptilasyonlarina karsi
koruma altina alir. Root, Jailbreak, emtilatdr ve hooking gibi bilinen tiim riskleri gergek zamanli tespit ederek saldiri
yuizeyini daraltir. Uygulamanin orijinalligini ve bitlnliguni dogrularken; cihaz eslestirme ve ekran guivenligi 6zellikleriyle
dolandiriciligi onler, boylece uygulamanizin sadece glivenli ve yetkilendirilmis cihazlarda ¢alismasini garanti eder.

Root / Jailbreak Tespiti

o= Cihazin isletim sistemi tzerindeki en ylksek yetki seviyelerine erisilip erisilmedigini

kontrol eder. Root veya jailbreak islemleri, cihazin yerlesik guvenlik protokollerini devre
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disi biraktigi igin, uygulamanizin gtivenli olmayan ve savunmasiz bir ortamda

calistirildigini tespit ederek olasi veri sizintilarini ve yetkisiz erisimleri raporlar.

Hata Ayiklayici Tespiti

Uygulamanin bir hata ayiklayici (debugger) araciyla galistirilip galistirimadigini tespit
=@ eder. Saldirganlar genellikle uygulamanin ¢alisma zamanindaki davranislarini izlemek,

hassas verileri bellekte okumak veya kod akisini manipule etmek i¢in bu modu
kullandigindan, aktif hata ayiklama oturumlarini tespit ederek engeller.

Emiilator / Simiilator Tespiti

Uygulamanin gercgek bir fiziksel cihaz yerine, saldirilarin daha kolay modellenebildigi
sanal bir ortamda (emilator veya simulator) calistirildigini belirler. Bot ciftlikleri ve
otomatik saldiri araglari genellikle emulatorleri tercih ettidi igin, bu 6zellik sahte cihaz
trafigini ayirt etmenize olanak tanir.

Kanca Tespiti

Frida veya Xposed gibi dinamik analiz gcercevelerinin (Hook Detection) varligini tespit

eder. Bu araglar, uygulama calisirken fonksiyonlarin arasina girerek is mantigini

degistirebilir veya sifrelenmemis verileri okuyabilir; bu 6zellik, ¢alisma zamanindaki bu

tir yetkisiz midahaleleri aninda yakalar.
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Maniplilasyon Tespiti

Uygulama batunlugu, dijital imzasinin, paket adinin veya orijinal yuklendigi magaza
5? bilgisinin herhangi bir degisiklige ugrayip ugramadigini kontrol ederek saglanir. Bu 6zellik,
8 zararli kod enjeksiyonu veya korsan suriim olusturma gibi uygulama manipulasyonlarini

(tampering) tespit ederek, uygulamanin butlnliginin bozulmadigindan emin olur.

Korsan Yazilim Tespiti

Uygulamanin yetkisiz kisilerce kopyalanip kopyalanmadigini anlamak i¢in BundlelD ve
TeamID dogrulamasi yapar. Saldirganlarin uygulamanizi indirip, kodunu degistirerek

kendi hesaplarina yonlendirecek sekilde yeniden paketleyip dagitmasini engeller;
boylece finansal kayiplarin ve marka itibarinin zedelenmesinin énline geger.

Sistem VPN Tespiti
Cihazda trafigi yonlendiren aktif bir sistem VPN baglantisi olup olmadigini belirler. Kétl niyetli

VPN profilleri, uygulama trafigini izleyebilir veya maniptle edebilir; bu 6zellik, agd trafiginin
glvenilmeyen bir tlinelden gecip gegmedigini tespit ederek ag glvenligini denetler.

Ekran Kaplama Tespiti

== "Cloak & Dagger" saldirilarina karsi, uygulamanin Uzerine gizilen seffaf veya sahte

% ekran katmanlarini (overlay) tespit eder. Kullanicinin aslinda gérmedidi bir butona

tiklamasini saglayan veya sahte bir giris ekraniyla sifrelerini galan bu saldiri tlrinu

engelleyerek kullanici etkilesimini korur.

Cihaz Kilidi

Kullanicinin cihazinda PIN, desen, parmak izi veya yuz tanima gibi bir ekran kilidi glivenlik
ccaj: onleminin aktif olup olmadigini kontrol eder. Cihazin fiziksel glivenliginin saglanmadigdi
durumlarda uygulamanin hassas islemler yapmasini kisitlamak igin kritik bir veri noktasi saglar.
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Erisilebilirlik izinleri istismari

Gorme engelliler icin tasarlanan erisilebilirlik servislerinin, kot niyetli yazilimlar
tarafindan ekrani okumak, tus vuruslarini kaydetmek veya kullanici adina tiklama
yapmak igin kullaniimasini engeller. Bu izinlerin yetkisiz veya stpheli kullanimini tespit
ederek veri hirsizligi ve dolandiricilik riskini minimize eder.

Yiikleme Kaynak Analizi

Uygulamanin Google Play veya App Store gibi guvenilir resmi magazalar disindan
yuklenip yuklenmedigini kontrol eder. Alternatif marketlerden veya dogrudan dosya
paylasimiyla yliklenen uygulamalar, glivenlik denetimlerinden gegmedigi igin yuksek
risk tasir; bu 6zellik kaynadi belirsiz ylklemeleri tespit eder.

Cihaz Eslestirme

Uygulama bulundudu fiziksel cihaza kriptografik yontemlerle esler (Device Binding).
Bu islem, uygulamanin kopyalanip baska bir cihaza tasinmasini veya klonlanmis bir
sUrdmindn farkli bir ortamda calistiriimasini imkansiz hale getirerek, uygulamanin
sadece yetkilendirilen orjinal cihazda ¢alismasini garanti eder.

Keystore / Keychain Butlinlugu

Android Keystore veya iOS Keychain sisteminin buttnliguni ve erisilebilirligini kontrol
eder. Uygulamanin sifreleme anahtarlarini ve hassas verilerini sakladigi bu donanim
destekli guvenli alanin tehlikeye girip girmedigdini dogrulayarak, kritik verilerin guvenli
bir ortamda saklandigindan emin olur.
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Gelistirici Modu Denetimi

Cihazin "Geligtirici Segenekleri"nin acik olup olmadigini kontrol eder. Bu mod, normal

=) 3 kullanicilar igin genellikle gereksiz ve kapalidir ancak saldirganlar tarafindan USB
1_6 hata aylklama, sahte konum veya diger ileri seviye manipulasyon ve saldirilari
gergeklestirmek icin siklikla kullanildigindan énemli bir risk gdstergesidir.

Kod Karistirma Kontroli

sExx] Uygulama kodunun glvenli bir sekilde karistirilip karistirnimadigini (obfuscation)
= kontrol eder. Kodun okunabilirligini azaltan bu dnlemin eksik veya hatal olmasi,

— saldirganlarin tersine mihendislik yapmasini kolaylastirir; bu 6zellik obfuscation

tekniklerinin diizgln uygulanip uygulanmadigini galisma zamaninda denetler.

ZERO SDK

Device Trust - ZERO Paketi, Uygulamanin silinmesi veya glincellenmesi gibi durumlardan etkilenmeyen,
donanim tabanl bir parmak izi olusturarak benzersiz bir cihaz kimligi sunar. Dinamik risk analiziyle mobil
uygulamanizin tim islemlerini glivence altina alir. Oturumlari fiziksel cihaza baglayarak SIM Swap ve yetkisiz
erisimleri kaynaginda durduran butlnlesik bir glivenlik katmani saglar.

Mobil Parmak izi ve Cihaz Kimligi

Cihazin Uzerindeki islemciler, sensdrler ve isletim sistemi konfiglirasyonlari gibi
karakteristik donanim dzelliklerinden tiretilen benzersiz bir parmak izidir. Bu yéntem,
yaziimsal degisikliklerden etkilenmeyen kararli bir yapi sunar; bdylece uygulama silinip

tekrar ylklense bile ayni cihaz taninmaya devam eder.

Uygulama Dogrulama

oolno Her APl istedine, SDK tarafindan tek kullanimlik olarak Uretilen ve taklit edilemez bir dijital imza
@m (kriptogram) eklenir. Kriptogram, istedi yapanin bir bot veya taklit yaziim degil, dogrulanmis
orijinal uygulamaniz oldugunu garanti altina alarak API gecidinizi yetkisiz isteklere karsi korur.
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API Korumasi

(= o) Otomatik saldiri araglarina (scriptler, botlar) karsi aktif bir filtreleme uygular. JSON

W enjeksiyonlarindan hacimsel DDoS girisimlerine kadar genis bir tehdit yelpazesini
g engeller. Sistem, API ¢adrisinin taklit edilemez bir insan etkilesimi ve orjinal uygulama

ortamindan kaynaklandidini dogrulayarak operasyonel givenliginizi saglar.

Dinamik Risk Skoru

Her API ¢agrisi igin , mobil cihazin glvenlik durumunu ve aktif tehditleri (root, emulator
vb.) tespit ederek dinamik bir risk skoru uretir. Bu skor sayesinde stipheli islemleri

tespit edebilir, riskli islemleri reddedebilir veya ek dogrulama adimlariyla glivenligi
sikilastirarak dolandiricilikla gergek zamanl micadele edebilirsiniz.

Cihaz Eslestirme

Kullanici oturumlarini kullanilan fiziksel cihaza "muhdrleyerek" hirsiziga karsi korur.
Token'lar galinsa bile bu anahtarin farkl bir cihazdan geldigini tespit eder ve erisimi

=

reddeder. Saldirganlarin tokenlari baska bir cihazda kullanmasini engelleyerek hem
Session Hijacking gibi kimlik hirsizligi senaryolarina karsi kesin bir ¢ézim sunar.

SIM Swap Korumasi

Kullanici kimligini fiziksel cihazla eslestirerek, telefon numarasinin ¢alinmasina veya
kopyalanmasina dayal saldirilara karsi tam direng saglar. Bu sayede, saldirganlar SIM
kart kopyalama , SIM Swap veya SMS sifrelerini (OTP) ele gegirme saldirisi yapsalar
dahi fiziksel cihaz eslesmedidi i¢in erisim saglayamazlar.Kullanicinin kimligini fiziksel

Bk

cihaziyla eslestirerek, telefon numarasinin galinmasina veya kopyalanmasina dayal
saldirilara karsi tam koruma sadglanir. SIM kart kopyalama, SIM Swap veya SMS tek
kullanimlik sifre (OTP) ele gegirme gibi saldirilar yapilsa bile, fiziksel cihaz eslesmesi
olmadigi igin yetkisiz erisim aninda engellenir.

L

£ Powered by Q fraud.com

ihs teknoloji




DeviceTrust

CORE Paket Dogrulamasi

ZERO, istemci tarafindaki koruma kalkani olan CORE paketinin aktif ve islevsel
oldugunu her API ¢agrisinda kriptografik olarak dogrular. Eger saldirgan CORE
modullint susturmaya veya baypas etmeye calisirsa, ZERO bunu bir anomali olarak

o

tespit eder ve saldiri girisimini bloke eder.

Veri ve islem Biitiinliigii

N N Mobil uygulama ile APl arasindaki iletisimi glivenceye alir. Uygulamadan gonderilen
verilerin, sunucuya ulasana kadar yolda degistiriimedigini garanti eder. Saldirganlarin
—— araya girerek parametre manipulasyonu yapmasini, yetkisiz veri enjekte etmesini veya

islem detaylarini degistirmesini engelleyerek operasyonel guivenligi en Ust dlizeye ¢ikarir.

FORT SDK

Device Trust - FORT paketi, Mobil uygulamaniz igin tam kapsamli veri guivenligi saglar. Hassas verileri,

sifreleme anahtarlarini ve sunucu trafigini ugtan uca sifreleyerek; veri hirsizigina ve araya girme (MiTM)
saldirilarina karsi tam koruma saglar. Dinamik SSL Pinning ile ag trafiginizi, Glivenli Kasa ile tim hassas

verileri hem cihazda hem de transfer sirasinda ugtan uca sifreleyerek korur.

Dinamik Sertifika Sabitleme

(Dynamic TLS/SSL Pinning) Geleneksel SSL Pinning'in aksine, sertifika
g o degdisimlerinde uygulama guncellemesi gerektirmez. Sunucu kimligini yalnizca

“* O € glvenilir sertifikalarla dogrulayarak; sahte sertifika otoriteleri veya glivensiz kok

EL@ sertifikalarla yapilan trafik gozme (decryption) girisimlerini engeller. Charles Proxy
ve Burp Suite gibi izleme araglari, kot niyetli Wi-Fi / Proxy sunuculari Uzerinden
gergeklestirilen "Ortadaki Adam" (Man-in-the-Middle) ve SSL sokme (SSL
Stripping) saldirilarini tespit eder. A§ katmanindaki zafiyetleri kapatarak verinin
sadece hedeflenen sunucuya ulasmasini garanti altina alir.
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Glivenli Kasa

Uygulama igerisindeki APl anahtarlarini, sertifikalari ve diger dnemli bilgileri sifrelenmis
glvenli bir kasa (secure vault) icinde saklamanizi saglar. Saldirganlarin statik analiz
araclariyla uygulamanizi tarayip bu kritik bilgilere erismesini engeller. Uzaktan yonetim
yetenedi ile, uygulama giincellemesi gerektirmeden, glvenli kasa igindeki verilerin
uzaktan guincellenmesini, degistiriimesini veya gegersiz kilinmasini mimkdan kilar.

Duragan Veri Sifreleme

Cihaz lizerinde duragan halde (data-at-rest) bulunan tiim uygulama ve kullanici verilerini
guUglu kriptografik yontemlerle sifreler. Veritabani dosyalarindan on belleklere, kullanici
tercihlerinden konfiglirasyon ayarlarina kadar her tirll yerel veriyi koruma altina alir.
Dosya sistemine dogrudan erisim saglansa bile verilerin glivenligini garanti ederek, kotu
amagcl yaziimlarin veya fiziksel saldirganlarin dosyalari okumasini imkansiz hale getirir.

Uctan Uca Sifreleme

Kisisel verileri (Pll) ve finansal bilgileri kaynaginda, yani mobil cihazda sifreleyerek veri
mahremiyetini en Ust duzeye ¢ikarir. Veri yuklerini (payload) cihazdan ¢ikmadan 6nce
sifreler ve arka ug sistemlerinde sadece yetkili servislerin okuyabilecegi glivenli bir protokol
kurar. SSL sonlandirma noktalarindan sonra bile verinin sifreli kalmasini saglayarak, koti
niyetli sistem yoneticilerinin veya bulut saglayicilarinin hassas verileri gérmesini engeller.

MALWARE SDK

Device Trust MALWARE Paketi, mobil uygulamanizi ve son kullanicilarinizi hedef alan dis tehditlere karsi
gelistirdigimiz en Ust dlizey glivenlik katmanidir. Bu paket, uygulamanin galistigi cihazi aktif olarak tarar;
kot amacl yazihmlari (malware), kimlik avi girisimlerini (phishing) ve kullaniclyl kandirmaya yénelik sosyal

muhendislik saldirilarini engeller.
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Zararh Yaziim Tespiti

Cihazi surekli izleyen ve potansiyel tehditleri belirleyen aktif bir antiviris motoru gibi

r: galisir. Bilinen kotu amach yazilimlari, aktif saldiri kampanyalarini ve uygulamanizin
sahte / korsan kopyalarini tespit eder. Cihazda yUkli olan uygulamalari tarar, kara
listedeki zararli yazilimlari tespit eder.

Riskli izin Tespiti

SMS okuma izni ile Tek Kullanimlik Sifreleri (OTP) galmaya galisan veya ekran kaydi

I~ (Screen Recording) yetkisiyle kullanici giris bilgilerini izleyen uygulamalari tespit eder.
|| Gereksiz yere yuksek yetki isteyen bu "casus" yazilimlari belirleyerek Hesap Ele
o

Gegirme (ATO) saldirilarini engeller. Rehbere erisme, konumu takip etme veya
mikrofonu dinleme gibi kritik izinleri, mesru bir islevi olmaksizin talep eden sipheli
uygulamalari tespit eder. Kurumunuzun glvenlik politikalarina uygun olarak hangi
izinlerin "tehlikeli" kabul edilecedini tanimlamaniza olanak tanir.

Korsan Yazilim Tespiti

Cihazdaki uygulamalarin ylikleme kaynaklarini analiz ederek guvenilirligini denetler.
oo Google Play veya App Store gibi resmi kanallarin glivenlik denetiminden ge¢cmemis,
<72 USB, Web veya alternatif marketler araciligiyla ylklenen yazilimlari tespit eder.

———  saldirganlarin giivenlik 6nlemlerini devre disi birakarak dagittigi modifiye edilmis veya
zararll kod enjekte edilmis korsan uygulamalari tespit eder.

Sahte Uygulama Tespiti

Uygulamanizin glvenlik kontrolleri devre disi birakilimis olasi sahte klonlarini,
Bundle ID, imza sertifikasi ve paket yapisini denetleyerek tespit eder. Bu sayede,
r 9 saldirganlarin uygulamanizi kopyalayip 6deme altyapisini kendi hesaplarina
yonlendirdigi kotd niyetli senaryolar onlenir. Orijinal uygulamanizin islevlerini taklit
eden ancak gelirlerinizi calan bu sahte versiyonlar erkenden belirlenerek finansal
kayiplar engellenir.
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WEB

Device Trust - WEB, web uygulamalarinizi ve web APl'lerinizi korumak igin tasarlanmis, tarayici tabanli gelismis
bir glivenlik ¢6ztumdiddr. Tarayici igcindeki WebAssembly giiclinden yararlanarak, botlari, veri kaziyicilari
(scrapers) ve otomatik saldirilari, kullanici deneyimini bozan CAPTCHA'lara ihtiya¢c duymadan engeller.

Tarayici Parmak izi ve Cihaz Kimligi

i} Tarayici ve isletim sistemi 6zelliklerini analiz ederek maniptilasyona direngli bir cihaz kimligi
@) olusturur. Sahte hesap agilislarini, hesap ele gegirme (ATO) girisimlerini ve diger suistimallerini

tespit eder. Saldirgan IP, Konum, Kullanici veya ¢erez degistirse bile cihazi tanir.

Bot Engelleme

E-ticaret ve biletleme platformlarinda sunulan Urln veya biletleri milisaniyeler iginde

TA_ tliketen "Scalping"” botlarini engeller. Yuksek hizli bot aktivitelerini isaretleyerek,
gergek masterilerinizin stoklara erismesini saglar ve otomatik alim scriptlerinin haksiz
kazang elde etmesinin 6niline geger.

Otomasyon Engelleme

@ @ Selenium veya Puppeteer gibi otomasyon altyapilarini, script tabanl botlari ve basgsiz
=] (headless) tarayicilari aninda tespit eder. APl u¢ noktalarinizi hedef alan bu otomatik
0 E trafigi filtreleyerek; kimlik bilgisi doldurma (credential stuffing) saldirilarini, DDoS benzeri
hacimsel kotlye kullanimlari ve sahte kullanici kayitlarini altyapinizdan uzak tutar.

Gizli Mod Tespiti

Web sitenize Gizli Mod" (Incognito) acilan anonim oturumlari tespit ederek bu
% kullanicilara kisitlama getirme veya ek dogrulama isteme gibi 6zel kurallar ve akislar

uygulamaniza olanak tanir. Kimligini gizlemeye ¢alisan kisilerin yuksek riskli islemlerde
bulunmasini engeller ve dolandiricilik riskini minimize eder.
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Tersine Muhendislik Tespiti

Yetkisiz Kod inceleme ve dinamik analiz girisimlerini kaynaginda durdur. Gelistirici
araclarinin (DevTools) aciimasini veya aktif hata ayiklama (debugging) oturumlarini

aninda tespit eder. Bu dzellik, saldirganlarin uygulamanizin kaynak kodunu izlemesini,

degiskenleri okumasini ve guvenlik mantigini analiz etmesini imkansiz hale getirir.
Kotu niyetli kisilerin veya rakiplerin algoritmalarinizi kopyalamasini engeller.

islem Biitiinliigii Denetimi

Her API ¢agrisi, tarayicl parmak izi ve tehdit verilerini tagiyan imzali bir kriptogram ile
L1 U -4 muhdrlenir. Bu yapi, oturumlari kaynak tarayiciya kriptografik olarak baglayarak galinmasini
n nj
ve saldirganlarin araya girmesini Onler. Veri paketlerinin yolda degistirilip degistiriimedigini
denetleyerek enjeksiyon ve tampering saldirilarini engeller, bu sayede finansal
islemlerinizin ve veri akisinizin manipule ediimeden sunucuya ulagmasini garanti eder.

Anti-Scraping

Verilerinizin, Blyuk Dil Modellerini (LLM) egitmek veya izinsiz veri toplamak amaciyla

\u c ./ kullanilmasini engelleyerek fikri mulkiyetinizi korur. API'lerinizi hedef alan yapay zeka tabanli
kaziyicilari (scrapers) ve tarayicilari (crawlers) durdurur. Platformunuzdaki fiyatlarin, iceriklerin

ve kullanici verilerinin otomatik araclarla kopyalanmasini dnlerken ; video igeriklerinizin
yetkisiz indiriimesine veya baska sitelere gdmulmesine (embedding) karsi aktif koruma sadlar.

WebAssembly Tabanl Koruma

Tarayic tarafindaki gtivenlik ajanimiz, manipulasyona agik standart JavaScript yerine,

W kurcalamaya kars! direncli WebAssembly (Wasm) modiilleri izerinde ¢aligir. Bu mimari,
glvenlik kodunun saldirganlar tarafindan analiz edilmesini ve tersine miihendislik
yontemleriyle ¢dzulmesini son derece zorlastirir. Sistem, entegre "Kendi Kendine Butinlik
Kontroli" sayesinde ajanin kodunun degistiriimedigini veya bypass edilmedigini slirekli olarak
denetler. Her API gagrisinda olusturulan imzall ve dogrulanabilir kriptogram (kriptografik kanit)
, tarayicinin manipule edilmemis, gtivenli bir ug nokta oldugunu matematiksel olarak kanitlar.
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DeviceTrust

Karsilastirma Tablosu

Ozellik Grubu Giivenlik Ozelligi CORE ZERO FORT MALWARE WEB
Root / Jailbreak & Emulator Tespiti ()
Calisma Zamani Hook (Frida/Xposed) & Debugger Tespiti [
Uygulama BUtunltga (Anti-Tampering) )
Donanim Tabanli Cihaz Parmak izi ° °
Cihaz & Oturum SIM Swap & Session Hijacking Korumasi ®
Dinamik Risk Skoru ®
Dinamik Risk Skoru o
Veri & Network Dinamik Risk Skoru °
Dinamik Risk Skoru [
Aktif Malware & Antivirlis Motoru ®
Dis Tehditler Riskli izin (SMS/Screen Record) Analizi L]
Sahte/Korsan Uygulama Tespiti ®
WebAssembly (Wasm) Tabanl Ajan °
Web Giivenligi Bot & Scraper Engelleme (Anti-Bot) °
DevTools & Gizli Mod Tespiti ®
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